The document on the next page provides a suggested Risk Management Framework template Hospital Foundations may wish to adapt for their own use. 

Statutory bodies are required to establish a risk management system in accordance with sections 7, 15 and 28 of the Financial and Performance Management Standard 2009 (http://www.legislation.qld.gov.au/LEGISLTN/CURRENT/F/FinAccPManSt09.pdf). A risk management framework will guide staff, for example, by describing the Foundation’s process for reporting and managing risks; and identifying roles and responsibilities for effective management of risk. 
You may wish to consider Queensland Treasury and Trade’s ‘A Guide to Risk Management’ (http://www.treasury.qld.gov.au/office/knowledge/docs/risk-management-guide/index.shtml). These guidelines have been prepared as an information reference and contain the minimum principles and procedures of a basic risk management process. The guide is not mandatory, however, application of the guide will encourage best practice. 


Secondary Risk Response (Act):


Key Information: Secondary actions, responsibility, secondary review date.





Review (Study):


Key Information:  Date, outcome or response, revised rating.





Risk Response (Plan/Do):


Key Information: Actions (controls and escalation/reporting processes), responsibility, review date.








Line Manager/Committee Review (Investigations)**





Low or Medium Risks:


Managed at the local level by the identifying officer with support from their line manager and/or the relevant internal committee. 


Actions identified in this process may include control strategies and/or reporting processes (including escalation or delegation to other committees or positions.


Responsibility for addressing the risk will lie with a specific role/position or committee.





Complete Risk Assessment Form/Report Risk*





Risk Identification


Key Information: Date, Operational Area, Risk, Summary of Events/Key Causes and First Risk Rating.








Operational Risks


Identified through operational activity.








Audit


Activities implemented by the [insert Committee name, e.g. Audit/Audit and Risk Management] Committee may identify risks that need to be escalated to higher level risk management processes. 








Compliments & Complaints 


Reported and managed by [who/position].





Planning


All planning processes include risk identification and management activities.  These risks must be incorporated into the risk management system.








Quality Risks


Activities implemented by internal committees may identify risks that need to be escalated to higher level risk management processes. 








Very High, or Extreme Risks:


Risks that are rated as high, very high or extreme will automatically be escalated to the [insert Committee name, e.g. Audit/Audit and Risk Management] Committee.


Responsibility for responding to the risk will lie with the identified responsible officer with oversight by the [insert Committee name, e.g. Audit/Audit and Risk Management] Committee.  


These risks, and associated mitigation activities will also be documented on the Foundation’s Risk Register.








Secondary Risk Response:


Based on the revised risk rating the person responsible for managing the risk must decide if the issue is no longer a risk or if ongoing work is required to continue to mitigate the risk.





Strategic Risk Management:


The [insert Committee name, e.g. Audit/Audit and Risk Management] Committee is responsible for analysing and reviewing reported risks to identify trends and develop proactive strategies for preventing or mitigating risks.  The outcomes of this analysis will be incorporated in the Foundation’s Risk Management Plan.





Mitigated Risks:


Update the risk report/register with the outcomes of the risk response and close the risk report.


Where ongoing risk mitigation is required, ensure these actions are formalised through policies, procedures, or work instructions etc as appropriate. 





Ongoing Risks:


Risks that have not been adequately addressed through the initial risk response must be further reviewed to identify secondary actions, a responsible officer, and another review date.


As a result, the risk will re-enter this management process at the Line Manager/Committee Review (investigations) stage.





Low, Medium or High Risks:


Managed and monitored at the local level by the identifying officer with support from their line manager and/or the [insert Committee name, e.g. Audit/Audit and Risk Management] Committee. 








High, Very High, or Extreme Risks:


Risk response will be monitored by the [insert Committee name, e.g. Audit/Audit and Risk Management] Committee.





The [insert Committee name, e.g. Audit/Audit and Risk Management] Committee report to the Board.  These reports will include a copy of the Foundation’s Risk Register including the following summary information:


Brief risk description


Proposed control/mitigation strategies


Action to date and associated outcomes


Review schedule


Responsible Officer/Committee





High Risk


If a high risk is identified it must be escalated to the individual’s line manager or the relevant committee.


The chief executive will decide the appropriate course of action.  Options are:


Local management (as for Low and Moderate risks)


Escalation to the [insert Committee name, e.g. Audit/Audit and Risk Management] committee as for Very High or Extreme Risks.





Internal Committees/Processes





Board Committees





Plans/Forms





[insert committee name, e.g. Audit & Risk] Committee





OH&S Risks


Reported and managed by [who/position].








[Insert Foundation Name] Risk Management Framework


*   The [insert Committee name, e.g. Audit and Risk Management] Committee monitors ALL reported risks and associated mitigation activities. The outcomes of all risk reports must be provided to the [insert Committee name, e.g. Audit and Risk Management] Committee in order to close risk reports.


** Where required implementation of risk mitigation strategies will commence immediately after the risk is reported to the line manager.  In these cases reporting of the risk will still follow the process outlined above.





Strategic Risks


Identified by the Board or a Board Committee.








